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CYBER CRIME. 
IT’S PERSONAL.

● Many phishing scams ask recipients to provide personal 
information

● Make sure the email is from a legitimate source

● If the email is from an entity that you know, make sure 
the tone and grammar are correct

● Be wary of any items that your email application marked 
as junk or spam 

Can you recognize a phishing email?

Don’t take the bait.
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CYBER CRIME. 
IT’S PERSONAL.

Don’t be fooled.

● When searching the web for software, be wary of any 
downloads from sites that didn’t author the software

● Only download software from sites that you trust or have 
heard of

● Make sure the installation process displays a "verified 
publisher" 

Can you recognize malicious software?
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CYBER CRIME. 
IT’S PERSONAL.

● Is the website you’re on asking you to enter sensitive information? 
     If so, ask yourself…

- Is there a lock in the URL bar?
- Does the URL contain “HTTPS”?
- Did I get any kind of error or warning when connecting to 
   the website?

Can you recognize a non-secure website?

Don’t let down your guard.
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